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1. Overall Description:

SA3 thanks CT1 on Reply LS on LS on native 5G NAS security context activation and would like to provide the following answers.
Question: During handover from EPS to 5GS over N26, if the valid native 5G NAS security context is available, is it mandatory for the AMF to activate the native 5G NAS security context or not??

Answer: CT1’s observation is right for TS 33.501 8.4.2 step 10, AMF shall activate the native KAMF by performing a NAS SMC procedure. However, it is up to AMF when to activate the native 5G security context, and this activation needs not to be part of step 10. As stated in the original LS response in LS S3-192279, a general recommendation from the SA3 is to activate the native context as soon as possible in this case. The attached CR S3-200358 includes changes to TS 33.501 to clarify the above AMF behavior.
2. Actions:

To CT WG1 group.

ACTION: 
SA WG3 asks the CT WG1 group to take the above information into account. 
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