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4.1.6.1 Multiple registrations
1
Decision/action requested

It is proposed that SA3 approves the modifications.
2
References
 [1]
3GPP TS 33.501v70: Security Architecture and Procedures for 5G System
3
Rationale
This contribution clarifies the second authentication procedure handling in the scenario when UE has multiple registrations in same PLMN. According to subclause 6.3.4.2, when the UE is registered in the same AMF in the same PLMN serving network over both 3GPP and non-3GPP accesses, the AMF and the UE may establish a single NAS context consisting of a single set of NAS keys and algorithm at the time of first registration over any access. That is when possible, the UE shall be authenticated by reusing the existing UE NAS security context in AMF. However, the missing details which whether the second authentication procedure should be performed need to be specified in this scenario. To better clarify the issue, this contribution proposes that the second authentication procedure should be skipped in the scenario which is specified in subclause 6.3.4.2.
4
Detailed proposal
It is proposed to approve this pCR to TS 33.501 [1]. 
***************************Start of changes *************************************
6.3.4.2
Multiple registrations in the same PLMN

When the UE is registered in the same AMF in the same PLMN serving network over both 3GPP and non-3GPP accesses, the UE shall establish two NAS connections with the network. Upon receiving the registration request message, the AMF should check that whether the UE is authenticated by the network. The AMF may decide to skip the second authentication directly in case there is an available 5G security context for this UE by means of a temporary identifier, e.g. when the UE successfully registered to 3GPP access, if the UE registers the same AMF via non-3GPP access, the AMF can decide not to run a new authentication if it has an available security context to use.  The AMF and the UE may establish a single NAS context consisting of a single set of NAS keys and algorithm at the time of first registration over any access. When same set of keys and algorithms are used, the AMF and the UE shall also establish a NAS sub-context consisting of UL/DL packet counts corresponding to the NAS connection established as specified in clause 6.6.2.2 of this specification. 
Editor’s Note: Above requirements needs to be revisited after studying concurrency, mobility and interworking use cases.
***************************end of changes *************************************

