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1
Decision/action requested

This document proposes to add the authorization procedure of NF service access across PLMNs to TS33.501.
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Rationale

This paper is proposed to complete the authorization of NF service access across PLNMs with the companion contribution S3-180513 [1]. 
4
Detailed proposal
9.1.3.4.3
Authorization of NF service access
9.1.3.4.3.2 Service authorization across PLMNS
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Figure 9.1.3.4.3-2: Service authorization across PLMNs

1.
Before accessing services provided by the NF service producer, the NF service consumer sends a Service Authorization Request message to the NRF in serving PLMN (vNRF) for requesting authorization. This messages shall include NF type and NF instance ID of NF service consumer, NF type and NF instance ID of NF service producer, NF service name, home PLMN ID. The request may also include other service related parameters. 

Service Authorization Request can be included in Nnrf_NFDiscovery_Request if the NF Service Consumer requests service authorization along with NF service discovery request.

2. vNRF identifies the NRF in home PLMN (hNRF) based on the home PLMN ID, and it forwards the Service Authorization Request to hNRF. 

If Service Authorization Request is included in Nnrf_NFDiscovery_Request in step 1, it will also be include in the Nnrf_NFDiscovery_Request from vNRF to hNRF.

3. hNRF decides the authorization result according the step 2 in Figure 9.1.3.4.3-1. If the access is permitted, hNRF sends the result along with a token proving the authorization to vNRF.
If Service Authorization Request is included in Nnrf_NFDiscovery_Request in step 1 and 2, hNRF should include Authorization Result in Nnrf_NFDiscovery_Request Response sent to vNRF.
4. After receiving the Authorization Result, vNRF forwards it to the NF service consumer. 

If Authorization Result is included in Nnrf_NFDiscovery_Request Response in step 3, vNRF should also include Authorization Result in Nnrf_NFDiscovery_Request Response from vNRF to NF service consumer.

Step 5 to step 8 are the same as the step 3 to step 6 in Figure 9.1.3.4.3-1, respectively.
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