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1. Introduction
Section 5.1.3.13 of TR 33.899 v0.4.1 mentions the Key Issue #1.13 "Security Implications of Low Latency." This document proposed some potential security requirements for achieving the low latency requirements.
2. Proposed Changes

It is proposed to make the following change to TR33.899 v0.4.1.
pCR

** Change start**
5.2.3.13.3 
Potential security requirements

 It shall be possible for visited networks and home networks to verify billing records supplied by potentially vulnerable components. when a lower level of security is used.

Editor's Note: Further research is needed to address LI issues. Liaisons have been already exchanged between ETSI MEC and ETSI TC LI. 

For some services, it shall be possible to encrypt the user-plane with a very fast stream cipher. If, based on the operator’s decision, security of user plane data is dropped entirely for some ultra-low latency services, the operator shall still be able to achieve some assurances on types and quantity of data carried via control plane signalling. 

It shall be possible to adequately authenticate subscriptions even if there is very low control-plane latency, without exposing sensitive assets (such as a long term authentication secret key) at the network edge.
To support some critical services, such as remote surgery and industrial control, it shall be possible to provide integrity protection and replay protection for user plane even if very low latency is requested.
To support the services which need transporting heavy user data with confidentiality and very low latency simultaneously, the cipher algorithms introduced into next generation system should support parallel computation. Considering the network elements may be deployed on virtualization envierment, the next generation system should provide the option of cipher algorithms which could run efficiently on general CPU, not rely on dedicate cipher chip.
In order to meet services that require low control plane latency, the authentication architecture shall support having the authenticator as close as possible to the edge of the network and reduce interaction between peers involved in the authentication process. 
** Change end**

