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5 Authentication schemes 

5.1 Reference model 
Figure 1 shows a network model of the entities that utilize the bootstrapped secrets, and the reference points used 
between them. 
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Figure 1: High level reference model for NAF using a bootstrapping service 

5.2 General requirements and principles 
This document is based on the architecture specified in TS 33.220 [3]. All notions not explained here can be found in 
TS 33.220 [3].  

In the scope of GBA_U, the key that is used to secure the Ua reference point shall be Ks_ext_NAF. 

5.2.1 Requirements on the UE 

To utilise GBA as described in this document the UE shall be equipped with a HTTPS capable client (e.g. browser) 
implementing the particular features of GBA as specified in TS 33.220 [3]. 

5.2.2 Requirements on the NAF and BSF 

To utilise GBA as described in this document the NAF and BSF shall support the features of GBA as specified in 
TS 33.220 [3]. 

Additionally in the scope of this specification, HTTP and TLS shall be supported by the NAF for the UE-NAF 
reference point (Ua). 
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