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6.1.1 Authentication of the Subscriber 

From a TLS point of view the UE shall be considered as un-authenticated, cf. RFC 2246 [6]. 

The authentication of the UE may take place in either the Authentication Proxy or the Presence server. However the AP 
or the Presence server may, depending on given the policy of the operator conclude that the AP/Presence Server shall 
not authenticate the UE using GBA i.e. the UE is considered as authenticated already or the UE is authenticated by 
other means, cf. initiation of bootstrapping in TS 33.220 [11], section 4.5.1. 

Otherwise if the AP/Presence Server concludes that the authentication shall take place in the AP/Presence Server then 
the UE may be authenticated as specified in TS 33.220 [11] (where the Ua interface is between the UE and the 
AP/Presence Server).  

The AP/Presence Server may also authenticate the UE using PSK TLS or subscriber certificates as specified in TS 
33.222 [19], if the AP/Presence Server supports such capability. 

It shall be possible for the AP/Presence Server at any time to request a re-authentication of an active UE, cf. TS33.220 
[11], section 4.5.3. 
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