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*** FIRST CHANGE *** 

6.5 Access to Network Application Functions using HTTPS 
Editor’s note: An AS or an AP may force the UE to run BSF as specified in TS 33.220 or an AS may understand that 
the user request is already authenticated by an Authentication Proxy. Depending on the policy of the operator, an AS or 
an AP may also use alternative authentication mechanisms e.g. mechanisms based on subscriber certificates or 
authentication mechanisms specified outside of 3GPP if such mechanisms are at their disposal. It is therefore assumed 
that an AS and an AP should be able to take the decision what parts of GAA shall be used if any. 

 

*** NEXT CHANGE *** 

7 Application guidelines to use GAA 

7.1 General Guideline on Applicability of GAA 
Depending on network configuration and policies of the operator, an AS or an AP will be able to use any of the 
alternatives provided by GAA or even any other user authentication mechanisms specified outside of 3GPP if such 
mechanisms are at their disposal.  It is therefore assumed that an AS and an AP should be able to take the decision what 
parts of GAA shall be used if any. 

GAA provides different alternatives to an AS or an AP to perform user authentication (i.e. force the UE to run BSF as 
specified in TS 33.220 or use a mechanism based on subscriber certificates using TS 33.221). Also under GAA, an AS 
may understand that the user request is already authenticated by an Authentication Proxy. 

Depending on network configuration and policies of the operator, an AS or an AP will be able to use any of the 
alternatives provided by GAA or even any other user authentication mechanisms specified outside of 3GPP if such 
mechanisms are at their disposal.  

It is therefore assumed that an AS and an AP should be able to take the decision what parts of GAA shall be used if any. 

 

*** END OF CHANGES *** 
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