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1. Overall Description: 

In its LS (S1-030690 = S3-030301 - on requirements on security for the Mt reference point) SA3 asked SA1 and 
SA2 whether they see problems with SA3's assumptions for basing a solution for the secure of HTTP over the 
Mt reference point. 
 
SA1 believe that the assumptions stated by SA3 should be addressed by SA2, however SA1 would like to make 
the following comment: 
 

− As we understand the Mt reference point (which to our knowledge has in the meantime been 
renamed to Ut) is meant to allow IMS subscribers to manage their data on application servers, it is 
required that the IMS subscriber is unambiguously identified prior to usage. 

 
2. Actions: none 

 

3. Date of Next TSG-SA WG 1 Meetings: 

SA1#22 27 - 31 October 2003, Asia, hosted by NEC et.al. 
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