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1	Overall description
SA3 thanks CT1 for the LS on ECS Configuration Information. SA3 would like to answer to Q3 as follows:
Q3: (To SA3) In TS 33.558, clause 6.2, SA3 defines that details of the authentication methods used in TLS (while providing examples of them) is out of the scope of the work in SA3. However, a UE behavior is indicated based on the authentication methods in the same clause. We would like to get clarification on the authentication methods and the intention of the above mentioned clause. Additionally, SA3 might consider updating their specification to clarify on this ambiguity.
SA3 answer: SA3 agree on the attached CR (S3-242283) to address the ambiguity on the authentication methods between the EEC and the ECS. It is clarified in the CR that, in addition to the server side certificate-based TLS authentication other mutual authentication methods are possible, however details of such authentication method performed during the execution of the TLS handshake protocol is outside the scope of TS 33.558.
[bookmark: _GoBack]2	Actions
To CT1:
ACTION: 	SA3 kindly asks CT1 to consider the clarifications in the SA3 agreed CR into consideration for inclusion of new optional ECS Configuration Information parameter (Authentication methods) into the specifications.
3	Dates of next TSG SA WG 3 meetings
SA3#117	19 - 23 August 2024	Maastricht (Netherlands)
SA3#118	14 - 18 October 2024	India



