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1 Overall description
SA3 would like to thank CT1 for their LS C1-241848 regarding the CR addressing the issue of UE behavior in the absence of the Network policy IE.
In general, SA3 agrees with the principle of the changes, as they enhance the security of redirection. 
However, the changes may impact the user experience if the network does not upgrade to support this feature. For example, some operators still allow unsecure CSFB fallback on the eNB and the MME is not upgraded to support sending Network policy IE, but according to the agreed CT1 CR, UE will consider unsecure CSFB is not allowed. In such cases, UEs may not successfully perform CSFB under this network, and the call experience may be very bad.
In order to minimize the impact of those changes on user experience, it is recommended that allowing users to control the activation or deactivation of this feature. This means that if a user chooses to activate this feature despite being aware that it may affect their experience, the UE action will follow the CT1 CR. Otherwise, the UE will remain as it was before the CR.
Actions
To CT1:
ACTION: 	SA3 kindly asks CT1 to take the above information into account and update their specifications if necessary.
3	Dates of next TSG SA WG 3 meetings
SA3#117	19 - 23 August 2024		Maastricht (Netherlands)
SA3#118	14 - 18 October 2024		TBD (India)
