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1	Decision/action requested
Approve the pCR to TR 33.759
2	References
[bookmark: _Hlk106339329]None
3	Rationale
The contribution proposes a new key issue related to NTZ for this study.   
4	Detailed proposal
pCR
*** 1st CHANGE ***
[bookmark: _Toc116922483][bookmark: _Toc107826365][bookmark: _Toc513475447][bookmark: _Toc48930863][bookmark: _Toc49376112][bookmark: _Toc56501565][bookmark: _Toc63690071]X.1	Key issue # X: security for supporting NTZ
[bookmark: _Toc116922484]X.1.1	Key issue details 
[bookmark: _Toc116922485][bookmark: _GoBack]In the TR 23.700-59 [2], a key issue on No Transmit Zones (NTZ) for UAVs is being studied to ensure UAVs are not transmitting in the NTZ and prevent interference in specified spectrum and geographic areas. The NTZ information can be transmitted to the 3GPP network through a third-party AF. It should be studied how to secure the NTZ information from the third-party AF and its potential impact. 
X.1.2	Threats
The NTZ information will be converted into 3GPP defined locations and frequency bands after receiving from the third-party AF. Tampered NTZ information or a compromised AF may cause denied of services to all UAVs since the NTZ information is meant for all UAVs to comply. 
[bookmark: _Toc116922486]X.1.3	Potential security requirements 
The 5G system shall support mechanisms to prevent denial of services to all UAVs due to tampered NTZ information or a compromised third-party AF. 
*** END OF 1st CHANGE***

