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	Reason for change:
	In authorization procedure for Ranging/SL positioning service exposure through PC5 defined in clause 6.3.6.3, only the authorization of the SL positioning Client UE is specified. There is no specification on how the UE privacy check for service exposure to SL Positioning Client UE is handled.

According to clause 6.7.1.1 of TS 23.586 for Ranging/SL Positioning service exposure through PC5, the UE which received SL Positioning Service Request (UE1) selects LMF or SL Positioning Server UE based on its status whether UE has NAS connection. It means that the UE receiving the service request determines between network-based/assisted operation and UE-only operation based on its NAS connection status.

Therefore, it is proposed that the procedure of UE privacy check for service exposure via PC5 depends on the operation mode (network-based/assisted operation or UE-only operation), which is determined based on the status of NAS connection of the Reference/Target UE receiving the service request.

-  For network-baseed/assisted operation, the UE privacy check is performed by the GMLC. According to SA2 reply LS in S2-2401651, including user info of the Client UE within SL-MO-LR is not supported, so the user info of the Client UE is proposed to be included in UL NAS TRANSPORT message. Although a separate GMLC service to perform privacy check of a specific Client UE is not specified according to S2-2401651, a separate service Ngmlc_Location_PrivacyCheck_IDMapping is defined in the approved CR S2-2401387 at SA2#160, which can be invoked by the AMF receiving the UL NAS TRANSPORT message to triggered privacy check by the GMLC.

-  For UE-only operation, the UE privacy check for UE-only operation as defined in clause 6.3.7 is performed.

	 
	

	Summary of change:
	Added the text for UE privacy check for service exposure to SL Positioning Client UE via PC5 link.

	
	

	Consequences if not approved:
	The UE privacy check for service exposure to SL Positioning Client UE via PC5 link is unspecified.
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[bookmark: _Toc145059232][bookmark: _Toc145061224][bookmark: _Toc145059233][bookmark: _Toc145061225]*************** Start of the Change ****************
[bookmark: _Toc145059244][bookmark: _Toc153459188]6.3.6.3	Authorization procedure for Ranging/SL positioning service exposure through PC5
For Ranging/SL Positioning service exposure through PC5 (i.e. clause 6.7.1.1 of TS 23.586 [2]), the SL Positioning Client UE authorization is triggered by the Reference/Target UE during PC5 link establishment. The authorization can be performed by the network via the SLPKMF for ProSe capable UEs or by the Reference/Target UE if the authorization information is available in the UE.
If the Client UE is not authorized to use Ranging/SL Positioning service, the Ranging/SL Positioning servicePC5 link establishment request shall be rejected.
To preserve the privacy of the Target/Reference UEs, the privacy profiles of the Target/Reference UEs shall be checked depending on the NAS connection status of the Reference/Target UE receiving the service request (i.e. UE1 in clause 6.8 of TS 23.586 [2]) as follows: 
-	If UE1 has NAS connection, privacy check shall be performed by the GMLC via checking privacy profiles of UE1/../UEn from the UDM as defined in clause 6.3.5. The privacy check is triggered by the UL NAS TRANSPORT message containing the user info of the Client UE and UE1/../UEn sent by UE1 to the AMF, which invokes the service operation Ngmlc_Location_PrivacyCheck_IDMapping towards the GMLC.
-	If UE1 has no NAS connection, the privacy check for UE-only operation as defined in clause 6.3.7 shall be performed. 
*************** End of the Change ****************

