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	Reason for change:
	In the procedure for Ranging/Sidelink Positioning control (UE-only operation) defined in clause 6.8 of TS 23.586, the operation is triggered by UE1 which receives the service request from either a SL Positioning Client UE or the RSPP application layer of UE1, and UE1 may discover n-1 UEs (UE2/../UEn) as SL Reference UEs or Located UEs. 

In current TS 33.533, the handling of privacy check of n UEs by the GMLC is only specified for network-based operation procedure in clause 6.3.5. However, the handling of privacy check of n UEs for UE-only operation is not considered yet. Therefore, it is proposed to add more text on handling of privack check of n UE for UE-only operation.

In addition, based on the discussion in S3-240796, to aglign with the privacy requirement of LCS services, for both network-based operation and UE-only operation of Ranging/SL positioning services, UE privacy check is required mainly for mobile terminated services, while it is assumed that UE privacy is implicitly verified by the UEs for mobile originated services. Therefore, for UE-only operation, the UE privacy is mainly check for exposure to SL Positioning Client UE.

	
	

	Summary of change:
	Added additional text to complete the procedure for privacy check of n UEs for UE-only operation.
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	The privacy check of n UEs for UE-only operation is unspecified, leading to imcomplete specification.
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*************** Start of the Change ****************
[bookmark: _Toc153459189][bookmark: _Toc145059245]6.3.7	Procedure of UE privacy verification for UE-only operation 
For UE-only Operation in which the network is not involved in Ranging/Sidelink positioning, the authorization for UE privacy is based on the local configured privacy verification information to determine whether its location related information can be exposed to another UE (the peerSL Positioning Client UE) or not. 
If Ranging/SL Positioning Service request is received from a SL Positioning Client UE, the UE receiving the service request (i.e. UE1 in clause 6.8 of TS 23.586 [2]) shall send the user info of the SL Positioning Client UE to UE2/../UEn. Each UE checks its local privacy verification information for exposure to the SL Positioning Client UE. If part of the n UEs return positive privacy check results and part of n UEs return negative privacy check results, UE1 determines to accept or reject the service request based on an instruction if received from the SL Positioning Client UE or application layer. If no such instruction is received, UE1 determines to reject the service request once receiving a negative privacy check result from any of UE2/../UEn. If the privacy profile allows location exposure, the UE (e.g. Located UE) accepts the request to expose its location related information and proceedsservice request is accepted, UE1 shall send to the SL Positioning Server UE only the identities of UE2/../UEn returning positive privacy check results in step #6 of TS 23.586 [2] clause 6.8.
For any of the UEs having no local privacy verification information, the permission handling on the UE (i.e. allowing or disallowing Ranging/SL positioning information exposure to the SL Positioning Client UE) is up to application.
*************** End of the Change ****************

