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	Reason for change:
	In current version of TS 33.533, there are requirements on privacy check of the to-be-measured UEs for Ranging/SL positioning result exposure, and Located UE could be one of the UEs participating in SL position measuring. While privay of Target/Reference UEs is checked, the privacy of Located UE may also need to be considered. 

According to TS 23.586, Located UE(s) can be selected by the LMF or the Target UE after the service request triggers SL-ML-LR, SL-MO-LR, 5GC-MO-LR or 5GC-MT-LR procedure. However, there is currently no solution for checking the privacy of Located UE when or after being selected. Also according to TS 23.586, the role of being "Located UE" can even be dynamic and change over time, in particular if the Located UE is moving. This makes the privacy check of Located UE even more complicated. 

As Rel-18 of Ranging/SL positioning security specification has become stable, it is not expected that new soutions are studied in maintenance phase. Therefore, in order to keep the stable status of TS 33.533 Rel-18 and avoid delaying SA3 progress, it is proposed to make SA3 assumption on the privacy of Located UE for the current release, as discussed in S3-240796.

	
	

	Summary of change:
	Added a NOTE with the assumption on the privacy of Located UE.

	
	

	Consequences if not approved:
	The handling of Located UE privacy is missing in the current release of specification.
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[bookmark: _Toc145059232][bookmark: _Toc145061224][bookmark: _Toc145059233][bookmark: _Toc145061225]*************** Start of the Change ****************
[bookmark: _Toc145059237][bookmark: _Toc153459181]6.3.2	Authorization requirements
The 5G system shall support the authorization of the role of the UE (e.g. as a Target UE/SL Reference UE/SL Positioning Server UE/Located UE) in a Ranging/Sidelink Positioning service.
The 5G system shall support authorization of the UE for Ranging/SL positioning communication in unicast mode, broadcast/groupcast mode.
The 5G system shall support authorization of the AF, 5GC NF, LCS Client or SL Positioning Client UE for Ranging/SL Positioning service exposure.
The 5G system shall support privacy protection of the to-be-measured Target/SL Reference UEs for Ranging/SL Positioning service exposure.
[bookmark: _Hlk159181237]NOTE:	Assuming SL positioning result exposure is always allowed by the Located UE implicitly once the UE subscribes as a Located UE, the privacy check of Location UE during Ranging/SL positioning procedure is not required in this release.
*************** End of the Change ****************

