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1	Overall description
Thanks for the clarification question asked in LS C4-230790 related to the need of uavAuthenticated information element.
CT4 Question: CT4 kindly asks SA3 to clarify why the functionality of uavAuthenticated information element is needed.
SA3 Answer: SA3 initially considered UUAA to be performed for the UE (sending CAA-Level UAV ID and having aerial UAV subscription) based on operator policy at least once either during Registration or PDU session establishment, as repeated UUAA (with multiple time-consuming message exchanges) can impact UAS service experience. That is where, if AMF has a successful UUAA result, we find it relevant to send uavAuthenticated information element from AMF to SMF to let the SMF to determine on the UUAA initiation(s) respectively. Also, UUAA is to exclusively authenticate the UAV for security reasons, and we do not see any security benefits in repeatedly running a UUAA or alternatively we do not see any security threat/vulnerability when UUAA not executed multiple times. Also, for example one among several references is, SA2 TS 23.256 all versions up to V18.1.0, clause 5.2.1 clearly stated, ‘If UUAA-MM is not performed, the UAV shall be authenticated by UUAA-SM during the PDU session establishment procedure for UAS service.’. But in the latest SA2 TS 23.256 V18.2.0, texts were removed related to AMF and SMF relations on UUAA execution [See SP-231244]. In its current form UUAA is triggered during registration and PDU session establishment independently. 
To align with latest SA2 TS 23.256 V18.2.0, SA3 agreed the Rel.17 and Rel.18 CRs which are attached here for your information. 

2	Actions
To CT4 
[bookmark: _Hlk134792910]ACTION: 	Find the attached latest SA3 CRs agreed for your information.
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SA3#115AdHoc-e	15 - 19 April 2024	Electronic meeting
SA3#116	20 - 24 May 2024		Jeju (South Korea)
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