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1	Overall description
SA3 would like to thank SA6 for the LS on evaluating security aspects for MC services over MC gateway UE and would like to reply to the questions as below.
SA6 question: Can SA3 evaluate the authentication and authorization of the connection of the non-3GPP device?
SA3 answer #1: SA3 has evaluated the procedures specified in clause 11.5.1.2.3 and clause 11.5.1.3.3 of TS 23.280 and would like to provide the following feedback: 
-	MC related identities can only be provided by the Identity Management Server according to TS 33.180.
-	The connection (and related security) between the non-3GPP device and the MCGWUE is out of scope of 3GPP, so the functionalities "MC gateway client" and "MC gateway UE server", and the authorization flows in SA6 procedures are not needed.
-	Any authentication and authorization of the non-3GPP device to the 3GPP network is out of scope of 3GPP.
-	The authentication and authorization of the MCGWUE to the 3GPP network shall follow TS 33.501 or TS 33.401. 
- 	MC Client authentication and authorization shall follow TS 33.180 (whether allow to access the MC service regardless of whether the client is located in the MCGWUE or in the non-3GPP device). 
SA6 question: If SA3 has an existing security mechanism to support this kind of connection, can SA3 provide a reference?
SA3 answer #2: Please see previous answer. To capture these points clearly SA3 has agreed on the attached CR.  
SA6 question: If SA3 does not have an existing security mechanism to support this kind of connection, would SA3 consider developing one?
SA3 answer #3: Please see previous answer (answer #2). 
SA3 kindly asks SA6 and CT1 to take the above information into account and inform SA3 if further clarifications are needed.
2	Actions
To: SA6, CT1
ACTION: 	SA3 kindly asks SA6 and CT1 to take the above information into account and inform SA3 if further clarifications are needed. 
3	Dates of next TSG SA WG 3 meetings
SA3#115AdHoc-e	15 - 19 April 2024	Electronic meeting
SA3#116	20 - 24 May 2024		Jeju (South Korea)

