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Attachments:
1	Overall description
SA3 thanks GSMA for the LS on the data channel application authorization to access DCMTSI client in terminal signalling services and the general security principles that should apply. 
SA3 has reviewed GSMA PRD NG.134, and would like to comment that the self-signed certificates in clause 6.2.1.2 does not help improve the security of UE side authentication.
Regarding Questions 2 and 3, SA3 confirms that they are not in the scope of 3GPP SA3. Specifically, the JavaScript IMS data channel applications are local applications, and only depends on the UE implementation.
2	Actions
To GSMA:
ACTION: SA3 kindly asks GSMA IMSDCAS to take the above response into consideration and clarify the reason of using the self-signed certificates.

3	Dates of next TSG SA WG 3 meetings
SA3#115 Adhoc-e April 15th – 19th 2024 Online
SA3#116 May 20th – 24th 2024 Korea 

