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1	Overall description
SA3 would like to thank CT4 for their LS C4-235577/S3-240220 on clarification on home network triggered re-authentication.
SA3 would like CT4 to consider following answers.
There are 5 cases listed in LS from CT4:
	1. When the (source) AMF receives a Reauth Notifications request, there is an ongoing HO/Mobility registration without AMF change. 
2. When the (source) AMF receives a Reauth Notifications request, there is an ongoing HO/Mobility registration with AMF change.
3. When the target AMF receives a Reauth Notifications request, there is an ongoing HO/Mobility registration with AMF change.
4. When the AMF receives a Reauth Notifications request, there is an ongoing authentication.
5. When the AMF receives a Reauth Notifications request, the UE is unreachable and the AMF doesn’t know whether there is another AMF available over the other access type.
Q1. Should the above user cases be considered as valid failure cases? 
Answer 1: Cases 1, 2 and 3 shall be treated as failure case, the AMF informs the UDM that there is an ongoing HO/Mobility registration. For cases 4 and 5, the AMF receiving the authentication notification message sends acknowledgement response message to the UDM. 
Q2. Does SA3 see any need of differentiated handling in the UDM in each failure case? Or, what’s the expected UDM behaviour from the SA3 point of view?
Answer 2: For failure cases 1, 2 and 3, after receiving the failure response, the UDM sets a timer, checks the current AMF after the timer expires, and sends a Reauth notification to the current AMF. For cases 4 and 5, UDM can just wait for primary authentication.

2	Actions
To CT4 
ACTION: 	SA3 would like to respectfully ask CT4 to take above answers into consideration.

3	Dates of next TSG SA WG 3 meetings
SA3#115-adhoc-e	15 - 19 April 2024		Online
SA3#116		20 - 24 May 2024			TBD, Korea

