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1
Decision/action requested

This contribution proposes to add a new Solution for KI#1
2
References

[1]
3GPP TR 33.700-29 v0.1.0
3
Rationale

The contribution proposes to add a new solution for KI#1.
4
Detailed proposal

It is suggested to approve the following change.

*************** Start of the change ****************

6.Y
Solution #Y:Security protection based on onboard HSS 
6.Y.1
Introduction

This solution address the key issue#1:Security protection in Store and Forward Satellite Operation.
6.Y.2
Solution details

This solution based on the solution#18 in the TR 23700-29[2] with following assumptions and principles:  
-
The eNB, MME and HSS are placed on board the same satellite.
-
The UE has a subscription and credentials in the onboard HSS, the onboard HSS is synchronized with the HSS on the ground when feeder link is available.
-
Single satellite deployment use case, the UE accesses one satellite only which maintains a NAS and AS state of the UE.


-
No roaming support.
Given the above assumption, The authentication and NAS security can be accomplished when service link is available.

Editor’ Note:The relationship between the long-term key on the ground HSS and the long-term key in the on-board HSS is FFS.

Editor’ Note: How the authentication with on-board CN (HSS) is performed is FFS.
6.Y.3
Evaluation

TBD

*************** End of the change ****************

