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1	Decision/action requested
It is proposed to discuss allow additional time to review the impact of removal of support for cryptographic algorithms and protocols.
2	References
[1]	SP-231793, New WID on 3GPP profiles for cryptographic algorithms and security protocols.
3	Rationale
In SA3#115 it was decided to proceed the work on 3GPP profiles for cryptographic algorithms and security protocols by pCRs (of type other) against draft CRs. This is beneficial for two reasons: firstly it avoids creation of a R19 version of the specifications, which would then entail that maintenance CRs in R18 have to have a R19 mirror. 
The second benefit, that may have been overlooked in the discussion in SA3#115, is that removal of algorithm or protocol support can have major impact on interoperability with existing legacy systems, and therefore needs careful analysis by development and deployment teams. This is much easier when all competing proposals have been merged.
Therefore, it is proposed to use the draft CRs to merge all proposals and then leave the draft CRs in a stable state for an additional meeting cycle to review for potential issues due to removal of support of algorithms or protocols. 
4	Detailed proposal
Proposal: At SA3#117, convert the draft CRs into regular CRs and endorse the regular CRs. At SA3#118, the endorsed CRs are left for discussion — only for the changes that remove algorithms and protocols. Finally, agree the endorsed CRs at SA3#119. 

