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1
Decision/action requested

This document proposes to add a security architecture for Ambient IoT services in 5G system.
2
References
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[3]
3GPP S3-240955

3
Rationale

This contribution proposes the security architecture for 5G system to be re-used for Ambient IoT services in 5G system.
4
Detailed proposal

**** START OF CHANGE ****

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

…

[x]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".
[XX]
3GPP TS 33.501: "Security architecture and procedures for 5G system".
[YY]
3GPP TR 38.848: "Study on Ambient IoT (Internet of Things) in RAN".
**** NEXT CHANGE ****

4
Security Architecture and Assumptions

Editor’s Note: This clause contains security architecture and assumptions to be considered for the study (e.g., per work task/KI).
4.X
Security Architecture


[image: image1.emf]User Application Provider Application

SN

HE

3GPP AN

Non-3GPP AN

(I) (I)

(I)

(II)

(IV)

(V)

Application

Stratum

Home Stratum/

Serving Stratum

Transport Stratum

(II)

(I)

(III)

(I)

ME

USIM

(I)


Figure 4.X-1: Overview of the 5G security architecture

NOTE: A USIM is an application. Whether it’s implemented on an eUICC or in a TRE (Trusted environment) is FFS.
AIoT services will be part of the 5G system and will be based on the 5G security architecture in TS 33.501. Figure 4.X-1 gives an overview of 5G security architecture in TS 33.501 [XX].
In Topology 1 (see TR 38.848 [YY]), the AIoT device is mapped to the ME + USIM in Figure 4.X-1.

In Topology 2 (see TR 38.848 [YY]), the intermediate UE is mapped to the ME + USIM in Figure 4.X-1, and the AIoT device is connected to the intermediate UE which is not shown in Figure 4.X-1.
**** END OF CHANGE ****
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