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1	Decision/action requested
It is requested to add a new key issue on privacy protection of user sensitive information
2	References
[1]	3GPP TR 23.700-21: ”Study on Application enablement architecture for mobile metaverse services”
3	Rationale
This contribution proposes a new key issue on privacy protection of user sensitive information.
4	Detailed proposal
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In TR 23.700-21 [x], key issue #2 describes its key issue regarding the exposure of user sensitive information:
“-	How to ensure appropriate usage of user consent at the enabler layer to support localized mobile metaverse services in 3GPP specified networks? Especially how to ensure the legitimate use of user sensitive information like digital assets in the case of usage by non-owners.”
From a security point of view, the exposure of user sensitive information to non-owners, e.g., service providers, needs to get consent/authorization from the user.
5. X.2	Security threats
Unauthorized parties can gain access and perform unauthorized operations to the user sensitive information.
5.X.3	Potential security requirements
3GPP system shall provide means for privacy protection of user sensitive information during the information exposure to the third party.
*** End of 1st Change ***
