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Decision/action requested

It is proposed to discuss and agree to this discussion paper. 
2
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3
Rationale

3.1
Background

SA2 asked SA3 to define UE Ranging/SL Positioning privacy profile for Ranging/SL positioning service exposure. In earlier meetings, it has been agreed the UE LCS Privacy Profile defined in clause 5.4.2 of TS 23.273 [3] is taken as the baseline for the UE privacy profile for Ranging/SL positioning. Following is the table for UE LCS Privacy Profile from clause 7.1 of TS 23.273 [3].
Table 7.1-1: LCS privacy profile data stored in the UDM for a UE Subscriber

	Privacy Profile Data Type
	Presence
	UDM data 

	Location Privacy Indication
	M

O
	Indication of one of the following mutually exclusive global settings:

-
Location is disallowed
-
Location is allowed (default)

Time period when the Location Privacy Indication is valid

	Call/session Unrelated Class
	M

O

O

O

O

O

O
O

O

O

O


O

O

O
	For any LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class, the following data may be present:

-
One of the following mutually exclusive options:

-
Location not allowed (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

-
Time period when positioning is allowed

-
Geographical area where positioning is allowed

-
Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

External LCS client list: a list of zero or more LCS clients, AFs and LCS Client groups with the following data for each entry:

-
One of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

-
Time period when positioning is allowed

-
Geographical area where positioning is allowed

Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in TS 22.071 [2]. The following data may be present for each service type in the list:

-
One of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

-
Time period when positioning is allowed

-
Geographical area where positioning is allowed

-
Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

	PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:

-
LCS client broadcasting location related information

-
O&M LCS client in the HPLMN

-
O&M LCS client in the VPLMN

-
LCS client recording anonymous location information

-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE
-
NWDAF in the HPLMN (when the UE is currently being served by the HPLMN)

-
NWDAF in the VPLMN

	User Plane Connection between UE and LCS Client or AF
	O
	Indication of one of the following mutually exclusive global settings:

-
UE is allowed to report periodic or triggered location events via user plane to an LCS Client or AF

-
UE is not allowed to report periodic or triggered location events via user plane to an LCS Client or AF (default)

	Event report expected area
	O
	Presents a geographical area generated by UE, which is used by GMLC to determine event report allowed area for the UE

	Area usage indication
	O
	Indication of one of the following mutually exclusive global settings on using event report allowed area:

-
Inside reporting (default)

-
Outside reporting

	GMLC address list
	O
	Addresses of GMLC located in local network(s) which are allowed to be used for the UE positioning


3.2
Discussion

According to TS 23.586 [2], the Ranging/SL Positioning feature can be either UE Positioning assisted by Sidelink Positioning to estimate the location of a Target UE with the assistance of the network by using the location of one or more Located UEs and the distance and/or direction between the Target UE and the Located UE(s) , i.e. the 5GC-MO-LR and 5GC-MT-LR services, or it could be location service requests for relative positioning/range/direction between two or more UEs, i.e. the SL-MO-LR and SL-MT-LR services.

Ranging/SL Positioning service exposure is specified in clause 5.6 of TS 23.586 [2], excerpts below.

Ranging/SL Positioning service can be exposed to the authorized SL Positioning Client UE, 5GC NF or AF to obtain the relative position or distance/direction result between two or more UEs capable of Ranging/SL Positioning.

Ranging/SL Positioning service also can be used by the authorized 5GC NF, AF or the LCS client to obtain the absolute position of Target UE if the 5GC NF, AF or the LCS client determines that Ranging/SL Positioning is applicable.

[Observation-1a] UE Positioning service assisted by Sidelink Positioning to estimate the location of a Target UE reuses LCS 5GC-MO-LR and 5GC-MT-LR services.
[Observation-1b] LCS client uses only UE Positioning service assisted by Sidelink Positioning to get absolute position of Target UE. There is no further description whether and how to apply Privacy Classes of LCS Client as defined in TS 23.271 to Ranging/SL Positioning service in SA2. Especially there is no specification how to support privacy verification, notification, codeword etc. over SL-MT-LR flow.

[Proposal-1] For UE Positioning service assisted by Sidelink Positioning and service exposure over enhanced 5GC-MT-LR service, the existing LCS privacy profile is reused.

[Proposal-2] Privacy Classes of LCS Client as defined in TS 23.271 is not appliable to Ranging/SL Positioning service over SL-MT-LR.
“User Plane Connection between UE and LCS Client or AF” of LCS privacy profile is used to indicate whether UE is not allowed to report periodic or triggered location events via user plane to an LCS Client or AF (default). According to clause 4.3.2 of TS 23.273 [3], this feature is only applicable to 5GC-MT-LR service.

[Proposal-3] “User Plane Connection between UE and LCS Client or AF” of LCS privacy profile is not appliable to Ranging/SL Positioning service exposure.

“Event report expected area” and “Area usage indication” of LCS privacy profile are used for Deferred 5GC-MT-LR procedure. There is no specification whether/how to support this feature over SL-MT-LR in SA2.
[Proposal-4] “Event report expected area” and “Area usage indication” of LCS privacy profile are not appliable to Ranging/SL Positioning service exposure.

“GMLC address list” of LCS privacy profile is used for support location service in PNI-NPN. There is no specification whether/how to support this feature over SL-MT-LR in SA2.
[Proposal-5] “GMLC address list” of LCS privacy profile is not appliable to Ranging/SL Positioning service exposure.

Based on the analysis above, the part of LCS privacy profile can be relevant for privacy for Ranging/SL Positioning service exposure is Location Privacy Indication which is used for privacy check to get absolute location of a Target UE. A simliar indication should be introduced for privacy check to get relative positioning/range/direction between two or more UEs in concern.

[Proposal-6] Ranging/SL positioning Privacy Indication is used for Ranging/SL Positioning service exposure.
4
Detailed proposal

The following are proposed to solve the privacy profile of UEs for Ranging/SL positioning service exposure. 

[Proposal-1] For UE Positioning service assisted by Sidelink Positioning and service exposure over enhanced 5GC-MT-LR service, the existing LCS privacy profile is reused.

[Proposal-2] Privacy Classes of LCS Client as defined in TS 23.271 is not appliable to Ranging/SL Positioning service over SL-MT-LR.
[Proposal-3] “User Plane Connection between UE and LCS Client or AF” of LCS privacy profile is not appliable to Ranging/SL Positioning service exposure.

[Proposal-4] “Event report expected area” and “Area usage indication” of LCS privacy profile are not appliable to Ranging/SL Positioning service exposure.

[Proposal-5] “GMLC address list” of LCS privacy profile is not appliable to Ranging/SL Positioning service exposure.

[Proposal-6] Ranging/SL positioning Privacy Indication is used for Ranging/SL Positioning service exposure.
See details in TS 33.533 CR S3-234736.
