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1
Decision/action requested

It is proposed to discuss and agree to this discussion paper. 
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Rationale

3.1
Background

At SA3#112, it has been agreed on the authorization procedure for Ranging/SL positioning service exposure through PC5. For Ranging/SL Positioning service exposure through PC5 (i.e. clause 6.7.1.1 of TS 23.586 [2]), the SL Positioning Client UE authorization is triggered by the Reference/Target UE during PC5 link establishment. The authorization can be performed by the network via the SLPKMF for ProSe capable UEs or by the Reference/Target UE if the authorization information is available in the UE.

However, it is unclear when and how the privacy profile check of the Reference/Target UE is performed in this case.

3.2
Discussion

According to clause 5.6.2.2 and 6.7.1.1 of TS 23.586 [2], SL Positioning Client UE discovers one of the UEs, e.g. the SL Reference UE(s) or Target UE(s) and establishes PC5 connection with the discovered UE. SL Positioning Client UE then invokes the Ranging/SL Positioning service request (e.g. requesting absolute location, relative location or ranging information) to the discovered UE. Either UE-only Operation or Network-based Operation for the Ranging/Sidelink Positioning can be then triggered based on the status whether the UE is served by NG-RAN, as described in clause 6.8 of TS 23.586 [2].

Illustrated in Figure 1 is the simplified interactions for Ranging/SL positioning service exposure through PC5.
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Figure 1 Ranging/SL positioning service exposure through PC5
Since Client UE triggers PC5 link establishment between Client UE and UE1, privacy handling of UE1 for Ranging /SL Positioning exposure to Client UE could be possibly covered either as part of the authorization procedure of PC5 establishment or upon receiving SL service request in UE1. However privacy handling of UE2 for Ranging /SL Positioning exposure to Client UE cannot be covered in PC5 establishment procedure. 
For UE-only Operation, the network is not involved in Ranging/Sidelink positioning, the authorization for UE privacy can be based on the local configured privacy verification information. On the other hand, PC5 link establishment between UE1 and UE2 is not necessarily associated with PC5 link establishment between Client UE and UE1 (e.g. this link could have existed), therefore UE privacy check for UE2 should be performed upon SL service request. 

[Proposal-1] For UE-only Operation, UE1 includes in the SL service request towards UE2 with the information of Ranging /SL Positioning service exposure to Client UE. UE2 triggers UE privacy check based on the local configured privacy verification information to determine whether its location related information can be exposed to Client UE.
For Network based Operation, upon receiving SL service request from Client UE, UE1 triggers SL-MO-LR procedure towards LMF to obtain Ranging/SL Positioning location results of UE1 and UE2 as defined in clause 6.20.1 of TS 23.273 [3]. Since SL-MO-LR is transparent NAS container information transferred between UE and LMF, the privacy check of UE1 and UE2 can then be triggered at LMF and performed by the GMLC following the similar handling of privacy handling in GMLC as for SL-MT-LR.
[Proposal-2] For Network based Operation, UE1 includes in the SL-MO-LR towards LMF with the information of Ranging /SL Positioning service exposure to Client UE. LMF triggers UE privacy check to GMLC to check privacy of target UEs (UE1 and UE2).
4
Detailed proposal

The following are proposed to solve the privacy handling of UEs for Ranging/SL positioning service exposure through PC5. 

[Proposal-1] For UE-only Operation, UE1 includes in the SL service request towards UE2 with the information of Ranging /SL Positioning service exposure to Client UE. UE2 triggers UE privacy check based on the local configured privacy verification information to determine whether its location related information can be exposed to Client UE.
[Proposal-2] For Network based Operation, UE1 includes in the SL-MO-LR towards LMF with the information of Ranging /SL Positioning service exposure to Client UE. LMF triggers UE privacy check to GMLC to check privacy of UEs.
See details in TS 33.533 CR S3-234734.
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