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1	Overall description
SA3 would like to thank GSMA 5GPKIWP for the LS on monitoring of encrypted 5GS signalling traffic.
The LS asks the following questions: 
GSMA kindly asks 3GPP SA2, SA3 and SA5 to take the above information into account and to comment on the above implementation options.
Specific feedback on option 2 would be welcomed with technical references and guidance on implementation best practices. 
GSMA also welcomes 3GPP’s thoughts on whether there are differences to consider per use case like intra-PLMN/inter-PLMN, voice/data, control/user plane monitoring.
Lastly, GSMA would be grateful if 3GPP could consider defining a standard interface for monitoring systems in future releases.

SA3 would like to respond as follows. 
SA3 agrees with GSMA 5GPKIWP evaluation of Option 2 for its operational and security merits. 
SA3 has noted that Option 2 solution capabilities, interfaces, and techniques reside within virtualization infrastructure that is outside the scope of 3GPP. Therefore, no further analysis regarding differences per use case was done. 
SA3 does not plan to standardize operational security solution for signalling monitoring systems.
2	Actions
To GSMA 5GPKIWP
ACTION: 	3GPP TSG SA3 kindly asks GSMA 5GPKIWP to take the above information into account.

3	Dates of next TSG SA WG 3 meetings
SA3#115	26 Feb -01 March 2024	Athens (Greece)
SA3#116	20 -24 May 2024		South Korea
 

