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1	Overall description
[bookmark: _Hlk69931360]SA3 would like to thank CT3 for their LS C3-234640 on supporting resource owner-aware northbound API access.
SA3 would like to provide the following answers to CT3. 

Question 1:	Most of these Editor's Notes refer to stage 3. Should it be interpreted that SA3 requests stage 3 to take the lead on defining the necessary updates to the OAuth mechanism to support RNAA?
Answer 1:	No.

Question 2:	What is exactly expected from stage 3 with regards to these Editor's Notes?
Answer 2:	After further discussion at SA3#113, some of the editor’s notes are resolved, the rest of the editor’s notes are streamlined and revised with more clarity. It is expected that the remaining editor’s notes are now better clarified for stage 3 to work on.

Question 3:	What flow(s) should be supported for RNAA? Only "client credentials", only "Authorization code flow", only "Authorization code flow with PKCE", all of them or a subset of them? Please also explain the rationale behind it.
Answer 3:	"Client credentials flow", "Authorization code flow", and "Authorization code flow with PKCE" shall all be supported and may be used to support RNAA. The rationale behind this is to enable CAPIF to support different RNAA use cases. For instance, client credentials flow can be used to support RNAA when the resource owner is not available to interact with API invoker. Authorization code flow can be used to support the use case that needs timely interaction between the API invoker and the resource owner. The authorization code flow with PKCE is a special case of authorization code flow that can be used to support the use case that the API invoker is the public client (e.g. the application on the UE).

Question 4:	The resource owner ID is not defined in RFC 6749 as a possible input to the access token request for the "client credentials" flow? Can SA3 confirm that it is needed and for which purpose? Please also clarify how it should be used.
Answer 4:	Yes, the resource owner ID may be included in the access token request. The purpose is to enable the CAPIF core function to generate access token based on the resource owner ID, with which the access token can restrict the API invoker to access resources of the resource owner. If the CAPIF core function authorizes the API invoker to access the resources of the resource owner, the API invoker generates the token including the received resource owner ID.

2	Actions
To CT3
ACTION: 	SA3 kindly asks CT3 to take the above into consideration.

3	Dates of next TSG SA WG 3 meetings
SA3#115	26 February -1 March 2024	Athens, Greece
SA3#116	20 May 2024 -24 May 2024	TBD, Korea


