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	Reason for change:
	SA2 asked the following question in the LS in S2-2305727 as follow:

Q3: When the Target UE selects a UE as the Located UE during discovery, privacy aspects of exposing the location of the UE (e.g. to the Target UE) may need to be studied by SA3.

It was answered earlier that this issue is being studied by SA3. In the recent LS in S2-2310025 from SA2, this question was asked again for feedback from SA3, which is discussed as below.

For a UE serving as a Located UE, it is expected that the the UE is able to interact with the user of the UE for permission of location exposure when the user is available, which is out of 3GPP scope. Or it is expected that UE is provisioned with a local privacy profile on whether/where/when to allow location exposure. The privacy check against local privacy profile is defined in clause 6.3.7 for UE-only operation. Therefore, it is proposed to extend clause 6.3.7 to accommodate privacy check during discovery including the case in SA2’s concern.


	
	

	Summary of change:
	Added an additional applicalbe case that can use the privacy verification method defined for UE-only operation in clause 6.3.7. 

	
	

	Consequences if not approved:
	No privacy check for location exposure of the UE (e.g. Location) during discovery.
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6.3.7	Procedure of UE privacy verification for UE-only operation 
For UE-only Operation in which the network is not involved in Ranging/Sidelink positioning, the authorization for UE privacy is based on the local configured privacy verification information (e.g. privacy profile) to determine whether its location related information can be exposed to the peer UE or not. If the privacy profile allows location exposure, the UE (e.g. Located UE) accepts the request to expose its location related information and proceeds. This privacy check also applies to Ranging/SL positioning UE discovery, e.g. when a Target UE selects a UE as the Location UE during discovery or when a Located UE is triggered to announce itself for discovery. If the privacy profile of the to-be-discovered UE (e.g. the Located UE) does not allow location exposure, it shall discard (as monitoring UE with Model A discovery) or reject (as discoveree UE with Model B discovery) the discovery message. 
*************** End of the Change ****************

