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1
Decision/action requested

Approve the KI#2 conclusion to TR33.886
2
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3
Rationale

The contribution proposes conclusion for KI#2:
-
No normative work is required for additional security protection of temporary slice timing information sent to the UE as specified in TS23.502 [5]

-
During the intial registration, the capability information of supporting a temprory slice is sent after the security context is available. No normative work is required.

4
Detailed proposal

*** Start of changes ***
6
Conclusions
Editor’s Note: This clause contains the agreed conclusions that will form the basis for any normative work.

6.1
Conclusions to Key Issue #1 

Existing SoR mechanism defined in TS 33.501[4] is used for protecting the enhanced slice-aware SoR information, which includes preferred PLMNs for specific S-NSSAIs in the UE subscription. 
When calculating SoR-MAC-IAUSF, the parameter P2 shall include the slice-aware SoR information. 

NOTE: Whether normative work is needed to update the parameter P2 is subject to the work in stage 3. 
6.x
Conclusions to Key Issue #2 
The following conclusions are made on Key Issue #2 "Temporary slice authorization and slice service area authorization"

-
It is concluded that no normative work is required for the Key Issue #2.
*** End of the changes ***

