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1
Decision/action requested

This pCR proposes a conclusion for KI#1 
2
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3
Rationale

For Key Issue #1 (Privacy aspects of variable length user identifiers) in [1], there is at least one solution identified in the TR, namely, Solution #8: Use of fixed length “username” for NAI, that can be used already by the operators to address the potential threats identified with the use of NAI based SUPIs with variable length for the “username”.
As agreed by SA3 in the evaluation for this solution, this solution does neither impact the UE nor the network, works for any primary authentication method, and does not require any normative work. Furthermore, the solution is backwards compatible (i.e., the solution works with any 5G UE and/or networks that are compliant with Rel-15 or later releases of TS 33.501).
It is likely that some of the other solutions proposed in the TR (e.g., Solution #4: Limited length of SUPIs in NAI format) also has similar properties as to solution #8. 

Therefore, it is proposed to conclude that no normative work is needed for this key issue. It is further proposed that SA3 agree to add some informative guidance to TS 33.501 how to protect against anonymity set reduction for NAI based SUPIs that are of variable length.
4
Detailed proposal

SA3 is kindly requested to approve the below pCR for inclusion in [1].
**** START OF CHANGES ****
7
Conclusions

7.1
Conclusion to Key Issue #1: Privacy aspects of variable length user identifiers
It is concluded that informative guidance is added to TS 33.501 on how operators can protect against the potential threat of anonymity set reduction in 5GS when using NAI based SUPIs that are of variable length.
Editor’s Note: Further conclusions based on consolidated padding-based solution are FFS.
**** END OF CHANGES ****

