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4	Detailed proposal
  
************ START OF CHANGES************
6.1.3.3	5G ProSe UE-to-UE Relay Discovery
6.1.3.3.1	General
The two sets of discovery security materials are used for UE-to-UE Relay discovery message protection. One (direct discovery security materials set) can be used for protecting direct discovery set. The other one (UE-to-UE relay discovery security material) can be used for protecting the UE-to-UE relay discovery message. The UE-to-UE relay discovery message includes the protected direct discovery set. 
The protection is configurable to avoid redundant protection. For instance, if the UE-to-UE relay service code is used in combination with a single ProSe service, the UEs may not need to protect the direct discovery set with the direct discovery security material. This configurability is achieved by configuring the discovery security materials to be used in UE-to-UE Relay discovery.
Editor’s Note: This clause describes the general description of the security of 5G ProSe UE-to-UE Relay Discovery.
6.1.3.3.2	Security flows
6.1.3.3.2.1                 Security procedure for 5G ProSe UE-to-UE Relay Discovery with Model A
Editor’s Note: This clause describes the security procedure for 5G ProSe UE-to-UE Relay Discovery with Model A.
6.1.3.3.2.2	Security procedure for 5G ProSe UE-to-UE Relay Discovery with Model B
Editor’s Note: This clause describes the security procedure for 5G ProSe UE-to-UE Relay Discovery with Model B.
************ END OF CHANGES************
