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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
3	Rationale
The evaluation of the solution is updated. 
4	Detailed proposal
*** 1st CHANGE ***
[bookmark: _Toc128377808]6.9.3	Evaluation
Editor’s Note: Further evaluation is FFS
This solution addresses KI #1.
It solves the problem of leaking SUPI length in the context of 5G AKA and, EAP-AKA', EAP-TLS, and EAP-TTLS using padding.
If the padding parameters are chosen in such a way that all the padded SUPIs have the same length, then the length of SUCIs or TLS records does not leak any information about the concealed SUPI. 
The USIM has to be provisioned with padding parameters. SUPI padding needs to be done by the USIM or ME depending on where the SUCI is computed. The UDM/SIDF has to unpad the padded SUPI.
Unpadding the TLS record has no impact on the network side – it is handled as part of the TLS implementation.
The solution is backwards compatible:
-	If the UE is not provisioned with padding-related information, then no padding will be done. The network does not need to unpad. 
-	If the USIM is provisioned with the padding-related information, the SUCI is computed in the ME, and the ME is not aware of any padding, then no padding will be done. The network does not need to unpad anything.
-	It can never happen that the UE pads when the network has not provisioned the UE with padding configurations.
*** END OF CHANGES ***


