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1
Decision/action requested

It is proposed to approve this pCR for conclusion of key issue#2.7.
2
References
[1]
3GPP TR 33.739 Study on Security Enhancement of Support for Edge Computing — Phase 2
3
Rationale
This pCR proposes conclusion for key issue#2.7. It is proposed to consider solution#Y (S3-233051) as the basis for normative work. Solution#Y (S3-233051) uses the existing assigned access token by ECS for authenticity verification of IP address from the prespective of UE ID in the access token. Similar principle of verification of UE service ID is adopted for MSGin5G as specified in TS 33.501.

[------Snip------]

Y.2
Authentication and authorization between MSGin5G client and MSGin5G Server 
………………

When MSGin5G service is used with SEAL, the application architecture described in TS 23.554 [106] is followed. In this case, authorization of the MSGin5G UE by the MSGin5G server is performed by validating the association between the UE service ID and UE ID (SUPI/GPSI). The UE service ID is acquired via the MSGin5G registration request, as specified in TS 23.554 [106]. The Configuration Management server or MSGin5G Configuration Function maintains association of the assigned UE service ID with the UE ID. The MSGin5G server retrieves the association from the Configuration Management server or MSGin5G Configuration Function using the UE ID received from the AAnF and verifies whether the UE service ID received in the registration request message is associated with the UE ID in the retrieved association information.

[------Snip------]

4
Detailed proposal

*** Start Change ***
7.X 
Conclusions for Key Issue#2.7
It is concluded to consider solution#Y as basis for normative work. 
*** End Change ***
