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1	Decision/action requested
This pCR proposes to conclude KI #5 of TR 33.893
2	References
[5]	3GPP TS 33.536: "Security aspects of 3GPP support for advanced Vehicle-to-Everything (V2X) services".
[6]	3GPP TS 33.503: "Security Aspects of Proximity based Services (ProSe) in the 5G System (5GS)". 
[14]	3GPP TS 33.303: "Proximity-based Services (ProSe); Security aspects".
3	Rationale
It is proposed to add the conclusion on Key Issue #5 “Protection of groupcast/broadcast”.
4	Detailed proposal
********* Begin 1st change*********
7.5	Conclusions on Key Issue #5
For security of groupcast communication, these following conclusions are made:
· The member UEs subscribed with different operators are provisioned with the same groupcast key material generated by the 5G PKMF serving the sending UE. The 5G PKMF serving the receiving UE leverages the interaction with the 5G PKMF serving the sending UE to obtain the groupcast key material.
· For security of group key material provisioning from 5G PKMF to member UE, the security mechanism defined in clause 5.2.5 of TS 33.503[6] can be reused.
· To protect the groupcast communication, the security mechanism defined for the one-to-many ProSe direct communication in clause 6.2 of TS 33.303[14] can be reused.
For privacy protection, these following conclusions are made:
· The security mechanism defined for V2X groupcast communication in TS 33.536 [5] can be reused.
· The security mechanism defined for V2X broadcast communication in TS 33.536 [5] can be reused.
Editor’s Note: Further conclusion is FFS.
********* End 1st change*********

