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3GPP™ Work Item Description
Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title: URSP rules to securely identify applications
Acronym: USIA	
Unique identifier:	TBD
Potential target Release:	Rel-18
1	Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	
	X
	

	No
	
	
	X
	
	

	Don't know
	X
	
	
	
	X



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	FS_USIA
	SA3
	960035
	Study to enable URSP rules to securely identify Applications (FS_USIA)



2.3	Other related Work Items and dependencies

	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	{optional free text} 



Dependency on non-3GPP (draft) specification: N/A
3	Justification
The USIA study in TR 33.892 studied several solutions with respect to Key issue #1: Determination of application identification. 
This WID implements the conclusions from TR 33.892 in an annex of TS 33.501. 

4	Objective
The objectives of this work item are to implement the conclusions of TR 33.892 in an annex in TS 33.501 with the following principles:
-	the PCF retrieves additional identification information (e.g. certificate fingerprint) associated to an application identifier, depending on the OS ID.
-	the PCF provides this additional identification information to the UE within an URSP rule for the application with the application identifier, depending on the OS ID
-	the URSP enforcement point in the UE may take the additional identification information into account when applying the corresponding URSP rule for the application.


5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	N/A
	N/A 
	N/A 
	N/A 
	N/A
	N/A 





	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 33.501
	New Annex on URSP rules to securely identify applications
	SA#101 
	N/A 



6	Work item Rapporteur(s)
Andreas Kunz, akunz@lenovo.com
7	Work item leadership
SA3
8	Aspects that involve other WGs
Potential interactions with SA2 for the architectural aspects (URSP rule information)
9	Supporting Individual Members

	Supporting IM name

	Lenovo

	AT&T

	Broadcom

	CableLabs

	CATT

	Charter

	China Mobile

	China Telecom

	Deutsche Telekom

	Intel

	LG Electronics

	Motorola Solutions MSI

	NEC

	Nokia

	Nokia Shanghai Bell

	Samsung

	Verizon

	Xiaomi



