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[bookmark: _Toc11239260]********** START OF 1st CHANGE **********
4.2.2.6.X	Correct transfer of UE security capabilities in AS security establishment
Requirement Name: Correct transfer of UE security capabilities in AS security establishment
Requirement Reference: TS 33.501 [2], clause 6.7.3.0.
Requirement Description: “When AS security context is to be established in the gNB/ng-eNB, the AMF shall send the UE 5G security capabilities to the gNB/ng-eNB.” as specified in TS 33.501 [2], clause 6.7.3.0
Threat References: TR 33.926 [4], clause K.2.6.2 Invalid encoding of UE security capabilities on the NG interface
Test Case:
Test Name: TC_UE_SEC_CAPS_AS_CONTEXT_SETUP
Procedure and execution steps:
Purpose:
Verify that the UE security capabilities sent by the UE in the initial NAS registration request are the same UE security capabilities sent in the NGAP Context Setup Request message to establish AS security.
Pre-Conditions:
-	Test environment with UE, gNodeB, AUSF and UDM. All of them may be simulated.
-	The tester configures valid UE 5G security capabilities.
-	The tester captures the NGAP traffic between the gNodeB and AMF on the N2 interface.
Execution Steps:
The tester triggers the initial NAS registration procedure with valid UE security capabilities.
Expected Results:
The NGAP Context Setup Request contains the same UE 5G security capabilities as sent in the initial NAS registration request.
Expected format of evidence:
-	List of configured UE 5G security capabilities
-	Network trace (*.pcap file) containing the captured messages.
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