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1
Decision/action requested

Approval of proposed evaluation of Solution #16
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Rationale

The ACME client and server in the solution overview can be mapped to the CEMAF reference point architecture, as described in section 6.1.2.2.
4
Detailed proposal

*** START OF FIRST CHANGE ***
6.16.2
Solution details

6.16.2.1
Solution overview

ACME can be implemented in multiple ways depending on the trust model network participants wish to use and which aspects of the 5G infrastructure will use ACME based certificates. IETF RFC 8555 [2] is extensible to many use cases, such as the TNAuthList profile [https://datatracker.ietf.org/doc/html/draft-ietf-acme-authority-token-tnauthlist-12].

ACME architectural elements, as depicted in Figure 6.16.2.1-1, include an ACME client (Client) and an ACME server (Server). These map directly to the CEMAF reference point architecture illustrated in Figure 6.1.2.2-1.  The ACME client maps to the NF, and the ACME server maps to the CeEF and to the CeMF. The same ACME server can be used for both the CeEF and CeMF, or different ACME servers could be used.  
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Figure 6.16.2.1-1 Information covered by request signatures
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