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*** BEGIN CHANGES ***
I.X 	Security for access to SNPN services via Non-3GPP access
I.X.1	General
Access to SNPN services via Non-3GPP access is described in TS 23.501 [2], sub-clauses of clause 5.30.2. Security for non-3GPP access to the 5G core network of PLMN is described in clause 7 and Annex S of this specification. The present clause describes changes and additions that apply in the SNPN case.
I.X.2 	Security for access to SNPN services via Untrusted non-3GPP access

I.X.3 	Security for access to SNPN services via Trusted non-3GPP access

I.X.4 	Security for access to SNPN services for N5CW devices

I.X.5 	Security for NSWO support in SNPN 

I.X.5.1 	NSWO support in SNPN without CH 

I.X.5.2 	NSWO support in SNPN using CH with AUSF/UDM

I.X.5.3 	NSWO support in SNPN using CH with AAA server


*** END CHANGES ***

