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1
Decision/action requested

Approve the changes in clause 4 for inclusion in 33.887.
2
References

[1]
3GPP TR 33.887 Study on Security aspects for 5WWC Phase 2
3
Rationale

Existing EN removal:

Conclusion 1 contains the EN for devices supporting the 5G key hierarchy. AUN3 devices supporting the 5G key hierarchy should be considered N5CW devices since they use the same authentication procedure. As of now, we have only 1 solution (solution #9) available where AUN3 devices supporting the 5G key hierarchy are covered. Therefore, we are proposing to update the conclusion for N5CW devices as well and remove the EN.
4
Detailed proposal

**** START OF CHANGE ****
7.1
Key issue #1: Authentication of AUN3 device behind RG and supporting EAP
It is concluded that solutions #2, #3, and #4 are used as the basis for normative specifications for authentication of AUN3 devices behind RG, where the AUN3 devices do not support 5G key hierarchy. More specifically, 

· Solution #2 is used as the basis for PLMN

· Solution #3 and #4 are used as the basis for SNPN. 


The AUN3 device supporting the 5G key hierarchy is also called the N5CW device. It is concluded that solution #9 is used as a basis for the normative specification.
**** END OF CHANGE ****
