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1
Decision/action requested

Approved the pCR to TR 33.858 [1] below.
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3
Rationale

The conclusions for KI#2 "Authentication for UE access to hosting network" currently contain the following two Editor's Notes:
Editor's Note: Whether the usage of existing authentication methods in the context of providing localized services can be described in informative text is ffs.

Editor's Note: Whether additional security measures are necessary is ffs.

Regarding the first Editor's Note on informative text: SA2 has agreed a CR [2] to TS 23.501 that describes access to localized services in informative text. It already includes informative descriptions of how existing authentication methods are used in this context. It seems that, from a security point of view, a hosting network is simply an SNPN or PNI-NPN that provides access restricted in time and/or place. Hence the first Editor's Note can be removed.
Regarding the second Editor's Note on additional security measures: Since the study phase is coming to an end and no additional security measures have been identified, the Editor's Note can be removed. 
4
Detailed proposal

*** BEGIN CHANGES ***

7.2 
Conclusions for KI#2 Authentication for UE access to hosting network
Existing authentication procedures can be used for authentication for UE access to hosting network in the possible scenarios as concluded in TR 23.700-08 [2]. 


Editor's Note: Whether additional security measures are necessary is ffs.

*** END CHANGES ***

