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1
Decision/action requested

It is proposed to approve the changes in the TR 33.877.
2
References
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3
Rationale

Since "KI#2: Robustness of the RAN AI/ML framework against data poisoning attacks" does not have any requirements, it is proposed to conclude with no normative work. 

4
Detailed proposal

*** BEGIN CHANGES ***
7
Conclusions


7.1
Conclusion for Key Issue #1: User Privacy of the RAN AI/ML framework
Editor's Note: This clause contains the agreed conclusions for KI#1.

7.2
Conclusion for Key Issue #2: Robustness of the RAN AI/ML framework against data poisoning attacks

The effect of data poisoning depends on the ML algorithm/model for the use cases considered in this Technical Report. These algorithms are out of scope of 3GPP and therefore any corresponding countermeasures to such attacks that affect the integrity of the ML model need to be addressed in the implementation. With respect to 3GPP standardization, no normative work is necessary. 
*** END CHANGES ***

