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*** BEGIN CHANGES ***

6.1.X	Home Network Triggered Primary Authentication (HONTRA)
6.1.X.1	General
Editor's Note: This clause contains a description of the background of HONTRA as well as assumptions e.g., Home Network primary authentication policy details.
The Home Network shall maintain a Home Network primary authentication policy. The policy may include information for example when the UE needs to be authenticated. 

6.1.X.2	Home Network Triggered Primary Authentication
Figure 6.1.X.2-1 shows the procedure for the Home Network to trigger primary authentication.

Figure 6.1.X.2-1: Home Network Triggered Primary Authentication
0.	A prerequisite for the initiating of Home Triggered Primary Authentication is that the UDM already has the information about the AMF serving the UE. Otherwise the UDM cannot contact any AMF in later steps.
1.	The UDM decides that the UE needs to be authenticated. The UDM shall mark that the UE needs to be authenticated. 
NOTE 1:	The reasons for the UDM deciding that the UE needs to be authenticated can be different. For example, the UDM can decide to initiate a primary authentication when the AMF registers the UE upon the Registration procedure or when SoR/UPU counters are about to wrap around. The UDM behaviour is determined by the primary authentication policy which takes into account the support of certain features in the PLMN. For example, if the PLMN does not support the SoR/UPU feature, then a policy to initiate HONTRA upon SoR/UPU counter wrap around will not be required. 
2.	Unless the UE is already engaged in an ongoing primary authentication procedure, the UDM shall request the AMF to trigger a primary authentication procedure for the UE by sending a re-authentication notification to the AMF. 
	If multiple AMFs are registered in UDM, the UDM may select and may notify one AMF first and if the AMF fails to trigger primary authentication, UDM, may also notify the other AMF based on the Home Network primary authentication policy. 
Editor's Note: Which is the most appropriate service/service operation to model the re-authentication notification operation is left to CT4.
3.	After receiving the notification from the UDM in Step 2 the AMF shall decide based on its own policy when to initiate primary authentication.
NOTE 3:	The AMF policy determines the AMF behaviour and it is left to implementation. 
4.	The AMF shall initiate the primary authentication procedure as defined in clause 6.1.2. The primary authentication is executed according to clause 6.1.3 and 6.1.4. 
5.	After the primary authentication is successfully completed, the UDM shall clear the mark that UE requires primary authentication. 
6.	The UDM may execute other procedures (e.g. SoR/UPU) depending on the reason that motivated the UDM triggered reauthentication procedure in step 1. 
*** END OF CHANGES ***
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