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******* BEGIN CHANGES ************
[bookmark: _Toc114221132]I.2.2.2	Credentials holder using AAA server for primary authentication 
[bookmark: _Toc114221133]I.2.2.2.1	General
The procedures described in this clause enables UEs to access an SNPN which makes use of a credential management system managed by a credential provider external to the SNPN. 
In this scenario the authentication server role is taken by the AAA Server. The AUSF acts as EAP authenticator and interacts with the AAA Server to execute the primary authentication procedure. 
The architecture for SNPN access using credentials from a Credentials Holder using AAA Server is described in clause 5.30.2.9.2 of TS 23.501 [2]. 
A CH AAA should not provide service to multiple SNPNs.
NOTE 1: In case a CH AAA server serves multiple SNPNs (e.g. SNPN A and SNPN B) it is not possible for the UE to securely distinguish between the SNPNs as SNPN A may present itself as SNPN B (and vice versa) since a CH AAA server does not take the serving network name in key derivation. It is up to the deployments to take this restriction and related risks into account.
NOTE 2: If one CH AAA anyway serves multiple SNPNs, the CH AAA can separate the SNPNs logically e.g. by using separate IP addresses or port numbers for each SNPN and verify that an authentication request received for a UE is associated with the corresponding SNPN based on the realm of the UE ID.


******* END OF CHANGES ************

