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1
Decision/action requested

It is proposed to approve the pCR to TR 33.739.
2
References

[1]
3GPP TR 33.739: "Study on security enhancement of support for edge computing phase 2"
3
Rationale

This contribution proposes further conclusion for key issue #2.1 in TR 33.739 [1].

4
Detailed proposal

Approve the following changes to TR 33.739 [1]. 
*** Start of Change ***
7.X

Conclusions for Key Issue #2.1
It is concluded to reuse authentication and authorization mechanism specified in TS 33.558 to realize authorization and mutual authentication between UE and ECS/EES.

Server side certificate-based TLS authentication is mandatory supported.
It is concluded that token-based solution is an option for EEC/UE authentication, when default authentication method is used (i.e., TLS server certificate for server authentication and token-based solution for client authentication).

NOTE: Token based solution can be left to implemenation.
Editor’s Note: Further conclusion is FFS.

*** End of Change ***
