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1
Decision/action requested

It is propsed to approve the evaluation for solution #12. 
2
References

3
Rationale

The evaluation is added for the solution #12.
4
Detailed proposal

6.12.3
Evaluation

This solution addresses case 1 and case 2 of key issue#1 and fulfils the requirements in the case that the AF is located in the HPLMN and VPLMN.

The solution fulfils LI requirement that LI contexts (e.g. encrypted traffic data and keys related to AKMA) are ready before the application session established.
When the KAKMA is changed due to new primary authentication, there is no need additional key update procedure for the VPLMN AAnF. The new KAKMA and A-KID will replace the old keys whenever primary authentication is performed.
KAKMA in HPLMN is shared to VPLMN, and same KAKMA will be AKMA anchor key in HPLMN and VPLMN.
Editor’s Note: When same KAKMA is shared to VPLMN and HPLMN, how to make different the KAF in VPLMN and HPLMN is FFS.

Editor’s Note: How the AUSF discovers the AAnF in the VPLMN is FFS. 
Editor’s Note: How the solution is aligned with clause 4 is FFS.
