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1
Decision/action requested

Approve the changes in clause 4 for inclusion in TR 33.737 [1].
2
References

[1]
3GPP TR 33.737 "Study on Authentication and Key Management for Applications (AKMA) phase 2;"

3
Rationale

A conclusion for cases 1 and 3 of key issue 1 is proposed based on the discussion and the feedback from the last meeting.
4
Detailed proposal

**** Start of Changes****

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]
3GPP TS 33.126: "Lawful Interception requirements"
**** Next Changes****

7.1
Conclusion to Key Issue#1 

Regarding AKMA roaming architecture, AKMA architecture defined in TS 33.535[2] can be reused.
For case 2 (UE in VPLMN accessing an internal AF of the VPLMN), since the AF knows the encryption key used between the UE and the AF, the LI requirements can be fulfilled by the AF, thus no normative work is needed.
For cases 1 and 3, it is agreed that the HPLMN is responsible to control whether its subscriber is authorized to use the AKMA services in the VPLMN. In particular, whenever applicable, the HPLMN is responsible for providing whatever necessary for the VPLMN to fulfil its legal obligations as described in TS 33.126 [x]. The provisioning of such information is left to implementations and SLAs.
**** End of Changes****

