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1	Decision/action requested
Approve the proposed conclusion on key issue#2 in TR 33.884 [1]
2	References
[1]	3GPP TR 33.884 “Study on security of application enablement aspects for subscriber-aware northbound API access”
3	Rationale
The contribution proposes a conclusion to address authorization part of KI#2 in TR 33.884 [1]. According to CC with SA6, the case that resource owner is human user is the first priority, whether both API invoker and resource owner is UE needs further discussion.
4	Detailed proposal
*************** Start of 1st Change ****************
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7.X Conclusions for Key Issue #2
In case that the API invoker is a third-party application and the resource owner is a human user:
- 	Authorization of the resource owner is based on OAuth 2.0 with authorization code grant model.
In case that the API invoker is a UE and the resource owner is the human user of the UE:
· Authorization of the resource owner is based on OAuth 2.0 with authorization code grant model.
Editor’s Note:	Conclusion for the case that API invoker is a UE and the resource owner is also UE is ffs.
Editor’s Note:	Further conclusions if any are ffs.
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