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Decision/action requested

It is requested to approve the resolution of an EN. 
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Rationale

Solution #8 and #9 in TR 33.858 [1] propose to reuse existing NSWO authentication procedure described in TS 33.501 [2] clause S.3.1, Additional, Solution #9 extends the procedure to encounter for the use of an anonymous SUCI, addition of EAP method supporting privacy by adding support for key-generating EAP authentication methods and addressing the concern of key selection when both EMSK and MSK is derived by the EAP method. Therefore, the following conclusion for NSWO is proposes.
4
Detailed proposal

************ START OF CHANGES ************

7.1.5 Conclusion for NSWO support in SNPN

The procedure specified in TS 33.501 [2] annex S.3.2 will be reused for normative work with the following modifications:

· Addition of the usage of anonymous SUCI in step 3-5.

· Extend the applicable authentication mechanism in step 7 (7-15) to key-generating EAP authentication methods.

· The selection of MSK or EMSK as the root of the key hierarchy is decided based on the NSWO indicator in step 5.


Editor’s Note: Further conclusions are FFS.

************ END OF CHANGES **********
