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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[1]
3GPP TR 33.875 
3
Rationale

4
Detailed proposal

6.22.3
Evaluation

The solution gives precedence to the certificate information because it assumes that the information provided by the NF Service Consumer itself could not be reliable. The solution assumes that it is not clearly specified for all releases including Rel-17 which mechanism the NRF uses to validate whether the NF Service Consumer is authorized to receive the requested service. 
It proposes that NRF uses the NF Service Consumer information in the public key certificate of the NF Service Consumer or the CCA and additional information in the NF profile to decide if the NF is authorized to invoke the NF Service Producer's service. 

It remains unclear what to do if information provided by both, CCA or TLS cert, and within the NF access token request, is not matching. 



