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This contribution proposes the addition of a new clause for comparative evaluation of KI#1 solutions omparative evaluation of KI#1 solutions.

**** END OF CHANGE 1 ****
1	Decision/action requested
[bookmark: _Hlk126759847]This pCR is proposing the addition of a new clause containing comparative evaluation of solutions addressing KI#1 to TR 33.870 SA3 is kindly requested to approve this document. 
2	References
[1]	3GPP TR 33.870 v0.4.0
3	Rationale
[bookmark: _Hlk126759937]This contribution proposes to add a new clause, Comparative evaluation of solutions addressing KI#1, to TR 33.870.
4	Detailed proposal
**** START OF CHANGE 1 ****
[bookmark: _Toc116914150][bookmark: _Toc97050513][bookmark: _Toc97050728][bookmark: _Toc97050928][bookmark: _Toc97142387][bookmark: _Toc100780962][bookmark: _Toc100782187][bookmark: _Toc100782307][bookmark: _Toc100782431][bookmark: _Toc100782560][bookmark: _Toc104257721][bookmark: _Toc104257895][bookmark: _Toc104299411]6	Solutions
[bookmark: _Hlk126760032]6.X	Comparative evaluation of solutions addressing KI#1

Table 6.X-1: Comparative evaluation of solutions addressing KI#1

	Sol. #
	Type
	Addr. KI#1?
	Evaluation Condition 1
	Evaluation Condition 2
	Impact
	Re-provisioning
	Comment

	
	
	
	
	
	UE
	Network
	UE
	Network
	

	1
	configuration
	Y
	Yes
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme as well as other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	No
Does not support backward compatibility with SUPIs in NAI format, which might already be deployed.
	No
	No
	Yes
	Yes
	

	2
	padding
	Y
	Yes
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme as well as other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	Yes
Supports backward compatibility with SUPIs in NAI format, which might already be deployed
	Yes
	Yes
	No
	No
	Uses random length padding.

	3
	pseudonym
	
	Yes, partially
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme 
Does not support other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	Yes
Utilizes preconfigured SUPI pseudonyms instead of SUPI. Does not require changes for SUPIs in NAI format, which might already be deployed
	Yes
	Yes
	Yes
	Yes
	Uses preconfigured SUPI pseudonyms

	4
	configuration
	*Yes
	Yes
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme as well as other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	No
Does not support backward compatibility with SUPIs in NAI format, which might already be deployed.
	No
	No
	Yes
	Yes
	*Assumes that SUPIs can be truncated to a uniformal lengths and addresses the requirement only partially. Unclear if usernames can be truncated and still preserve their uniqueness.

	5
	configuration
	Y
	Yes
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme as well as other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	No
Does not support backward compatibility with SUPIs in NAI format, which might already be deployed.
	No
	Yes
	Yes
	No
	

	6
	configuration
	Y
	Yes
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme as well as other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	No
Does not support backward compatibility with SUPIs in NAI format, which might already be deployed.
	No
	No
	Yes
	Yes
	Uses random length padding for pre-configured SUPIs.

	7
	truncation
	*Y
	Yes
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme as well as other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	Yes
Supports backward compatibility with SUPIs in NAI format, which might already be deployed
	Yes
	Yes
	No
	No
	Uses random length truncation. *Unclear if truncation can preserve the uniqueness of username.

	8
	configuration
	Y
	Yes
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme as well as other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	No
Does not support backward compatibility with SUPIs in NAI format, which might already be deployed.
	No
	No
	Yes
	Yes
	provisioning

	9
	padding
	Y
	Yes
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme as well as other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	Yes
Supports backward compatibility with SUPIs in NAI format, which might already be deployed
	Yes
	Yes
	No
	No
	Uses static padding.

	10
	pseudonym
	Y
	Yes
Supports 5G-AKA and EAP-AKA' mechanisms using profile A, profile B, or proprietary SUCI calculation scheme as well as other key generating EAP methods, e.g., EAP-TLS and EAP-TTLS.
	Yes
Supports backward compatibility with SUPIs in NAI format, which might already be deployed
	Yes
	Yes
	No
	Yes
	Uses SUPI hashing on the UE to create a static-length SUPI pseudonym..



Solutions 1, 4, 5, 6, and 8 use configuration.
Solutions 2 and 9 use dynamic padding
Solutions 3 and 10 use pseudonyms 
Solution 7 uses dynamic truncation.
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