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	Reason for change:
	Existing 3GPP procedures lack the means to check whether subscriptions created at a source NF (e.g. source AMF) are authorised at a target NF (e.g., target AMF) upon inter-NF (e.g. inter-AMF) context transfer (e.g. inter-AMF mobility of a UE). This can result in the target NF sending notifications to the NFc that are not permitted by the operator. 
This is exemplified below.
NFc (e.g., AF via NEF or any other NF) creates a subscription at AMF-A. NFc obtains an authorization token to consume the AMF-A service and provides the token to AMF-A certifying that NFc is authorised to subscribe to the requested events to AMF-A and that, accordingly, AMF-A is authorised to send event notification (data) to NFc.  An example use case may be an advertising company that wants to push some data to UE by asking AMF to notify UE location change. If UE moves from AMF-A/PLMN-A to AMF-B/PLMN-B, all NFc(s) subscriptions are also transferred from AMF-A to AMF-B as a part of UE context transfer. 
As per existing 3GPP specifications, AMF-B proceeds with sending notifications to NFc. However, it can be so that the operator (of AMF-B) does not authorise NFc to create a subscription/receive notification from AMF-B. Thus, there is a gap in AMF-to-AMF mobility with regard to authorization, which applies equally to intra PLMN handovers where the access token is per target NFp Instance id or target NFp Set.
This problem also applicable to the NWDAF-to-NWDAF mobility where subscription created at the NWDAF1 are transferred to NWADAF2 as a part of context transfer. Please refer to the 23.288, section 6.1b
Please refer to the discussion paper S3-230704
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	Added new section 13.4.1.x that explains Oauth enhancement for NF-to-NF mobility

	
	

	Consequences if not approved:
	During AMF to AMF mobility or NWDAF to NWDAF mobility, subscriptions are transferred to the target AMF/NWDAF and target AMF/NWDAF starts sending the notification to the without an authorization.
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************ START OF CHANGES

[bookmark: _Toc45028850][bookmark: _Toc45274515][bookmark: _Toc45275102][bookmark: _Toc51168360][bookmark: _Toc106197876]13.4.1.x	Service access authorization in inter NF mobility scenario
During inter-NF mobility, i.e., AMF to AMF mobility and/or NWDAF to NWDAF mobility, all subscriptions created/stored at the source NF are transferred to the target NF. The source NF shall store the access token along with the created subscriptions and forward the same to the target NF as a part of context transfer and by letting the target NF do the authorization checking: 
· if a token is received for the subscription from the source NF and authorizes the subscription to be served by the target NF, the target NF shall proceed with accepting the subscription and generating data (notification) to the NFc. 
· if no token is received for the subscription from the source NF, or if a token is received but does not authorize the subscription to be served by the target NF, the target NF shall trigger the NFc to re-authorize the subscription at the target NF.


************ END OF CHANGES
